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1. SZ. MELLEKLET — ADATFELDOLGOZOK

1. ASZABALYZAT CELIA

A NCT Ipari Elektronikai Zrt. (a tovabbiakban: cég vagy adatfeldolgozd) jelen adatvédelmi tajékoztatd
kozzététele utjan tesz eleget az érintettek személyes adatok kezelésére vonatkozd, a természetes
személyeknek a személyes adatok kezelése tekintetében torténé védelmérdl és az ilyen adatok szabad
aramldasardl, valamint a 95/46/EK rendelet hatalyon kiviil helyezésérdl (altalanos adatvédelmi rendelet) sz419,
az Eurdpai Parlament és a Tanacs (EU) 2016/679 Rendeletének (2016. aprilis 27.) (a tovabbiakban: Rendelet).

1. A SZABALYZAT HATALYA

1) Személyi hataly

Jelen szabalyzat hatdlya a cégre és azon természetes személyekre terjed ki, akikre az adatkezelési tevékenysége
kiterjed. A jelen szabdlyzatban rogzitett adatkezelési tevékenység természetes személyek személyes adataira
iranyul. A szabdlyzat hatdlya nem terjed ki az olyan személyes adatkezelésre, amely jogi személyekre, illetve
amely kilondsen olyan vallalkozdsokra vonatkozik, amelyeket jogi személyként hoztak létre, beleértve a jogi
személy nevét és formajat, valamint a jogi személy elérhetGségére vonatkozd adatokat.

2. Id6beli hataly

Jelen szabdlyzat id6beli hatdlya a megallapitdsanak napjatdl tovabbi rendelkezésig, vagy a szabalyzat
visszavondasanak napjaig all fenn.

VII. FOGALOMMEGHATAROZASOK

1. ,személyes adat”: azonositott vagy azonosithatd természetes személyre (,érintett”) vonatkozé barmely
informacid; azonosithatd az a természetes személy, aki kdzvetlen vagy kdzvetett mddon, kiilondsen valamely
azonositd, példaul név, szam, helymeghatarozé adat, online azonosité vagy a természetes személy testi,
fizioldgiai, genetikai, szellemi, gazdasagi, kulturalis vagy szocidlis azonossagara vonatkozd egy vagy tobb tényezé
alapjan azonosithaté;

2. ,adatkezelés”: a személyes adatokon vagy adatdllomanyokon automatizalt vagy nem automatizalt médon
végzett barmely mivelet vagy miiveletek Osszessége, igy a gyl(jtés, rogzités, rendszerezés, tagolds, tarolas,
atalakitas vagy megvaltoztatds, lekérdezés, betekintés, felhasznalas, kozlés tovabbitas, terjesztés vagy egyéb
modon torténd hozzaférhetévé tétel Gtjan, 0sszehangolds vagy 0Osszekapcsolds, korlatozds, torlés, illetve
megsemmisités;

3. ,az adatkezelés korlatozasa”: a tarolt személyes adatok megjeldlése jovébeli kezelésiik korlatozasa céljabdl;

4. ,profilalkotas”: személyes adatok automatizalt kezelésének barmely olyan formaja, amelynek soran a
személyes adatokat valamely természetes személyhez f(iz6d6 bizonyos személyes jellemzSk értékelésére,
kiilonésen a munkahelyi teljesitményhez, gazdasdgi helyzethez, egészségi Aallapothoz, személyes
preferencidkhoz, érdekl6déshez, megbizhatdsaghoz, viselkedéshez, tartézkodasi helyhez vagy mozgashoz
kapcsolédé jellemzbk elemzésére vagy elbre jelzésére haszndljak;

5. ,nyilvantartasi rendszer”: a személyes adatok barmely mddon — centralizalt, decentralizalt vagy funkcionalis
vagy foldrajzi szempontok szerint — tagolt dllomanya, amely meghatéarozott ismérvek alapjan hozzaférhetg;
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6. ,adatkezel8”: az a természetes vagy jogi személy, kdzhatalmi szerv, ligyndkség vagy barmely egyéb szerv, amely
a személyes adatok kezelésének céljait és eszkozeit onalldan vagy masokkal egyitt meghatarozza; ha az
adatkezelés céljait és eszkozeit az unids vagy a tagallami jog hatdrozza meg, az adatkezel6t vagy az adatkezel6
kijelolésére vonatkozd kiilonds szempontokat az unids vagy a tagallami jog is meghatarozhat;ja;

7. ,adatfeldolgozd”: az a természetes vagy jogi személy, kdzhatalmi szerv, Gigynokség vagy barmely egyéb szerv,
amely az adatkezel6 nevében személyes adatokat kezel. Jelen Szabdlyzat tekintetében adatfeldolgozdnak
elsGsorban az Alapitvany mindgsuil.

8. ,cimzett”: az a természetes vagy jogi személy, kdzhatalmi szerv, ligyndkség vagy barmely egyéb szerv, akivel
vagy amellyel a személyes adatot kozlik, fliggetlenil attdl, hogy harmadik fél-e. Azon kozhatalmi szervek,
amelyek egy egyedi vizsgélat keretében az unids vagy a tagallami joggal 6sszhangban férhetnek hozza személyes
adatokhoz, nem mindsiilnek cimzettnek; az emlitett adatok e kézhatalmi szervek altali kezelése meg kell, hogy
feleljen az adatkezelés céljainak megfelelen az alkalmazandé adatvédelmi szabalyoknak;

9. ,harmadik fél”: az a természetes vagy jogi személy, kdzhatalmi szerv, Gigynokség vagy barmely egyéb szerv,
amely nem azonos az érintettel, az adatkezel6vel, az adatfeldolgozdval vagy azokkal a személyekkel, akik az
adatkezelS vagy adatfeldolgozoé kozvetlen irdnyitasa alatt a személyes adatok kezelésére felhatalmazast kaptak;

10. ,,az érintett hozzdjaruldsa”: az érintett akaratdnak dnkéntes, konkrét és megfeleld tdjékoztatdson alapuld és
egyértelm( kinyilvanitasa, amellyel az érintett nyilatkozat vagy a megerdsitést félreérthetetlenil kifejezé
cselekedet Utjan jelzi, hogy beleegyezését adja az 6t érint6é személyes adatok kezeléséhez;

11. ,vallalkozas”: gazdasagi tevékenységet folytatd természetes vagy jogi személy, fliggetlenil a jogi formajatal,
ideértve a rendszeres gazdasagi tevékenységet folytatd személyegyesits tarsasagokat és egyesileteket is.

1. ALAPELVEK
(1) A cég az adatkezelése sordn az aldbbi elveket veszi leginkabb figyelembe:
e jogszer(iség, tisztességes eljards és atlathatdsag;
o célhoz kotottség;
e adattakarékossag;
e pontossag;
e korlatozott tarolhatdsag;
e integritas és bizalmas jelleg
(2) A fentiekre tekintettel:

1. Személyes adat kizardlag meghatarozott célbdl, jog gyakorldsa és kotelezettség teljesitése érdekében
kezelhet6.

2. Az adatkezelésnek minden szakaszdban meg kell felelnie az adatkezelés céljanak, az adatok
felvételének és kezelésének tisztességesnek és torvényesnek kell lennie. Csak olyan személyes adat
kezelhet6, amely az adatkezelés céljanak megvaldsuldsahoz elengedhetetlen, a cél elérésére alkalmas.
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3. Aszemélyes adat csak a cél megvaldsulasahoz sziikséges mértékben és ideig kezelhet6.

4. A cég lerogziti, hogy az altala kezelt személyes adatokat székhelyén tarolja elektronikus allomany
formajaban, illetve papir alapu dokumentumokon az adatbiztonsagra vonatkozé jogszabalyi elirdsok
megtartasa mellett. Jelen rendelkezés valamennyi, az Alapitvany altal végzett adatkezelési- és
adatfeldolgozdi tevékenység tekintetében érvényes.

1. AZ ADATKEZELES JOGALAPJA

2. Az érintett hozzdjarulasa

(1) A személyes adatok kezelésének jogszerliségének az érintett hozzajarulasan kell alapulnia, vagy valamely
egyéb jogszer(, jogszabaly altal megallapitott alappal kell rendelkeznie.

(2) Az érintett hozzajarulasa alapjan torténd adatkezelés esetén az érintett a személyes adatainak kezeléséhez
vald hozzajarulasat a kovetkez6 formaban adhatja meg:

1. a)irasban, személyes adatkezeléshez hozzajarulast add nyilatkozati formaban,

2. b) elektronikus uton, a cég internetes weboldaldn megvaldsitott kifejezett magatartasaval,
jelolénégyzet kipipalasaval, vagy ha az informaciés tarsadalommal 0Osszefligg6 szolgaltatdsok
igénybevétele soran erre vonatkozé technikai beallitdsokat hajt végre, valamint barmely egyéb olyan
nyilatkozat vagy cselekedet is, amely az adott 6sszefliggésben az érintett hozzajarulasat személyes
adatainak tervezett kezeléséhez egyértelm(ien jelzi.

(3) A hallgatas, az el6re bejel6lt négyzet vagy a nem cselekvés ezért nem mindsil hozzajaruldsnak.
(4) A hozzdjarulas az ugyanazon cél vagy célok érdekében végzett 6sszes adatkezelési tevékenységre kiterjed.

(5) Ha az adatkezelés egyszerre tobb célt is szolgdl, akkor a hozzdjarulast az 6sszes adatkezelési célra
vonatkozdéan meg kell adni. Ha az érintett hozzdjarulasat elektronikus felkérést kovetéen adja meg, a
felkérésnek egyértelmiinek és tomornek kell lennie, és az nem gatolhatja sziikségtelenill azon szolgaltatas
igénybevételét, amely vonatkozasaban a hozzajarulast kérik.

(6) Az érintett jogosult arra, hogy hozzajaruldsat barmikor visszavonja. A hozzajarulas visszavonasa nem érinti
a hozzajaruldson alapuld, a visszavonas el6tti adatkezelés jogszer(iségét. A hozzajaruldas megadasa el6tt az
érintettet errél tajékoztatni kell. A hozzajarulas visszavondsat ugyanolyan egyszerd médon kell lehet6vé tenni,
mint annak megadasat.

2. SzerzGdés teljesitése

(1)Az adatkezelés jogszer(inek mindsiil, ha az olyan szerz8dés teljesitéséhez sziikséges, amelyben az érintett
az egyik fél, vagy az a szerz6dés megkotését megel6z6en az érintett kérésére torténd 1épések megtételéhez
szlikséges.
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(2) A szerz6dés teljesitéséhez nem sziikséges személyes adatok kezeléséhez vald érintetti hozzajarulas nem
lehet feltétele a szerz8déskotésnek.

3. Az adatkezel6re vonatkozo jogi kotelezettség teljesitése

(1) Az adatkezelés jogalapjat jogi kotelezettség teljesitése esetén torvény hatdrozza meg, igy az érintett
hozzdjaruldsa az személyes adatainak kezeléséhez nem sziikséges.

(2) Az adatkezel$ koteles tajékoztatni az érintettet az adatkezelés céljardl, jogalapjardl, id6tartamardl az
adatkezeld személyérél, tovabba a jogairdl, a jogorvoslati lehetGségekrél.

(3) Az adatkezelS jogi kotelezettség teljesitése cimén az érintett hozzajaruldsdnak visszavonasat kdvetben
jogosult kezelni azon adatkoért, amely valamely rd vonatkozo jogi kotelezettség teljesitése végett sziikséges.

4, Az érintett, illetve mas természetes személy létfontossagul érdekeinek védelme
5. Kozérdekli vagy az adatkezel6re ruhazott kozhatalmi jogositvany gyakorlasanak keretében végzett

feladat végrehajtasa
6. Az adatkezel6 vagy egy harmadik fél jogos érdekeinek érvényesitése

(1) Az adatkezel6 — ideértve azt az adatkezel6t is, akivel a személyes adatokat kozolhetik — vagy valamely
harmadik fél jogos érdeke jogalapot teremthet az adatkezelésre, feltéve hogy az érintett érdekei, alapvetd
jogai és szabadsagai nem élveznek els6bbséget, figyelembe véve az adatkezelGvel vald kapcsolata alapjan az
érintett észszerl elvardasait. Az ilyen jogos érdekrél lehet sz6 példaul olyankor, amikor relevans és megfelel6
kapcsolat all fenn az érintett és az adatkezel6 kozott, példaul olyan esetekben, amikor az érintett az adatkezel6
Ugyfele vagy annak alkalmazasaban All.

(2) A jogos érdek fenndllasanak megallapitdasdhoz mindenképpen koriltekintéen meg kell vizsgalni tébbek
kozott azt, hogy az érintett a személyes adatok gyljtésének id6pontjaban és azzal 6sszefliggésben szamithat-
e észszer(ien arra, hogy adatkezelésre az adott célbdl keriilhet sor.

(3) Az érintett érdekei és alapvets jogai elsGbbséget élvezhetnek az adatkezel6 érdekével szemben, ha a
személyes adatokat olyan korlilmények kozott kezelik, amelyek kdzepette az érintettek nem szdmitanak
tovabbi adatkezelésre.

1. AZ ADATOK MEGISMERESERE JOGOSULTAK KORE

(1) A személyes adatokat a cég a vonatkozd adatkezelési célhoz kapcsolddd hozzaférési jogosultsagokkal
rendelkez6 munkavallaléi, illetve a cég részére szolgdltatasi szerzGdések alapjan adatfeldolgozasi
tevékenységet végz6 személyek, szervezetek ismerhetik meg, a cég altal meghatdrozott terjedelemben és a
tevékenységiik végzéséhez szlikséges mértékben.

(2) Az adatfeldolgozdk felsoroldsat:
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Az allasra jelentkez6 személyes adatai kizardlag az adott szakterilet felelSs vezetGje és a pénzligyi osztalyon
dolgozé HR-munkatars szam1dara hozzaférheték.

VIIl. AZ ERINTETT SZEMELY JOGAI

1. Tajékoztatashoz vald jog

(1) Az érintett jogosult arra, hogy adatainak kezelésére irdanyuld tevékenység megkezdését megel6z6en
tdjékoztatast kapjon az adatkezeléssel 6sszefliggs informacidkral.

(2) Rendelkezésre bocsatandd informacidk, ha a személyes adatokat az érintettél gydjtik:
1. az adatkezel6nek és — ha van ilyen — az adatkezel6 képviselGjének a kiléte és elérhetGségei;
2. az adatvédelmi tisztvisel6 elérhetGségei, ha van ilyen;
3. aszemélyes adatok tervezett kezelésének célja, valamint az adatkezelés jogalapja;

4. a Rendelet 6. cikk (1) bekezdésének f) pontjan alapuldé adatkezelés esetén, az adatkezel6 vagy
harmadik fél jogos érdekei;

5. adott esetben a személyes adatok cimzettjei, illetve a cimzettek kategdriai, ha van ilyen;

6. adott esetben annak ténye, hogy az adatkezel6 harmadik orszdgba vagy nemzetkozi szervezet részére
kivanja tovabbitani a személyes adatokat, tovabba a Bizottsag megfelel6ségi hatarozatanak léte vagy
annak hidnya, vagy a Rendelet 46. cikkben, a 47. cikkben vagy a Rendelet 49. cikk (1) bekezdésének
masodik albekezdésében emlitett adattovabbitds esetén a megfelel6 és alkalmas garancidk
megjelolése, valamint az azok masolatanak megszerzésére szolgdldé modokra vagy az azok
elérhet6ségére valo hivatkozas.

(3) A (2) bekezdésben emlitett informaciok mellett az adatkezel6 a személyes adatok megszerzésének
id6pontjdban, annak érdekében, hogy a tisztességes és atlathatd adatkezelést biztositsa, az érintettet a
kovetkez6 kiegészit6 informacidkrdl tajékoztatja:

1. a személyes adatok tdroldsdnak id6tartamardl, vagy ha ez nem lehetséges, ezen id6tartam
meghatarozdsanak szempontjairdl;

2. azérintett azon jogardl, hogy kérelmezheti az adatkezel6tél a rd vonatkozé személyes adatokhoz vald
hozzaférést, azok helyesbitését, torlését vagy kezelésének korlatozdsat, és tiltakozhat az ilyen
személyes adatok kezelése ellen, valamint az érintett adathordozhatdsaghoz valé jogardl;

3. a Rendelet 6. cikk (1) bekezdésének a) pontjan vagy a 9. cikk (2) bekezdésének a) pontjan alapulé
adatkezelés esetén a hozzdjarulds barmely id6pontban torténd visszavondsahoz valé jog, amely nem
érinti a visszavonas el6tt a hozzajarulds alapjan végrehajtott adatkezelés jogszer(iségét;
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4. afelliigyeleti hatdsaghoz cimzett panasz benyujtasanak jogardl;

5. arrdl, hogy a személyes adat szolgaltatdsa jogszabalyon vagy szerz6déses kotelezettségen alapul vagy
szerzGdés kotésének el6feltétele-e, valamint hogy az érintett koteles-e a személyes adatokat megadni,
tovabba hogy milyen lehetséges kdvetkezményeikkel jarhat az adatszolgdltatas elmaradasa;

6. a Rendelet 22. cikk (1) és (4) bekezdésében emlitett automatizalt déntéshozatal ténye, ideértve a
profilalkotast is, valamint legaldbb ezekben az esetekben az alkalmazott logikara és arra vonatkozdan
érthet6 informdacidk, hogy az ilyen adatkezelés milyen jelentGséggel, és az érintettre nézve milyen
varhaté kovetkezményekkel bir.

(4) Ha a személyes adatokat nem az érintettdl szerezték meg, az adatkezelG az érintett rendelkezésére bocsatja
a kovetkezd informaciokat:

1. az adatkezel6nek és — ha van ilyen — az adatkezel6 képviselGjének a kiléte és elérhetGségei;
2. az adatvédelmi tisztvisel6 elérhetGségei, ha van ilyen;

3. aszemélyes adatok tervezett kezelésének célja, valamint az adatkezelés jogalapja;

4. az érintett személyes adatok kategoériai;

5. aszemélyes adatok cimzettjei, illetve a cimzettek kategéridi, ha van ilyen;

6. adott esetben annak ténye, hogy az adatkezel$ valamely harmadik orszagbeli cimzett vagy valamely
nemzetkozi szervezet részére kivanja tovabbitani a személyes adatokat, tovabbd a Bizottsag
megfelel6ségi hatarozatanak léte vagy annak hidnya, vagy a 46. cikkben, a Rendelet 47. cikkben vagy
a 49. cikk (1) bekezdésének masodik albekezdésében emlitett adattovabbitas esetén a megfelel és
alkalmas garancidk megjelolése, valamint az ezek mdsolatdnak megszerzésére szolgalé mddokra vagy
az elérhet6séglikre vald hivatkozas.

(5) A (4) bekezdésben emlitett informacidk mellett az adatkezel6 az érintett rendelkezésére bocsatja az
érintettre nézve tisztességes és atlathatd adatkezelés biztositasahoz sziikséges kovetkezd kiegészit6

informacidkat:

1. a személyes adatok tarolasanak idGtartama, vagy ha ez nem lehetséges, ezen id6tartam
meghatarozasanak szempontjai;

2. ha az adatkezelés a Rendelet 6. cikk (1) bekezdésének f) pontjan alapul, az adatkezel vagy harmadik

fél jogos érdekeirdl;

3. az érintett azon joga, hogy kérelmezheti az adatkezel6tél a ra vonatkozd személyes adatokhoz vald
hozzaférést, azok helyesbitését, torlését vagy kezelésének korlatozasat, és tiltakozhat a személyes
adatok kezelése ellen, valamint az érintett adathordozhatdsaghoz vald joga;
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4. a Rendelet 6. cikk (1) bekezdésének a) pontjan vagy a 9. cikk (2) bekezdésének a) pontjan alapuld
adatkezelés esetén a hozzajarulds barmely id6pontban vald visszavondsahoz vald jog, amely nem érinti
a visszavonas el6tt a hozzajarulas alapjan végrehajtott adatkezelés jogszer(iségét;

5. avalamely felligyeleti hatdsdghoz cimzett panasz benyujtasanak joga;

6. aszemélyes adatok forrasa és adott esetben az, hogy az adatok nyilvdnosan hozzaférhetd forrasokbdl
szarmaznak-e; és

7. a Rendelet 22. cikk (1) és (4) bekezdésében emlitett automatizalt dontéshozatal ténye, ideértve a
profilalkotast is, valamint legalabb ezekben az esetekben az alkalmazott logikara és arra vonatkozé
érthet6 informdacidk, hogy az ilyen adatkezelés milyen jelentGséggel, és az érintettre nézve milyen
varhaté kovetkezményekkel bir.

(6) Ha az adatkezel6 a személyes adatokon a megszerzésik céljatol eltéré célbdl tovabbi adatkezelést kivan
végezni, a tovabbi adatkezelést megelSz6en tajékoztatnia kell az érintettet errdl az eltéré célrdl és a fentebb
emlitett minden relevans kiegészit6 informaciordl.

(7) Az (5)-(6) bekezdést nem kell alkalmazni, ha és amilyen mértékben:
1. azérintett mar rendelkezik az informacidkkal (ebben az esetben az (1) bekezdés sem alkalmazandd);

2. aszbban forgd informacidk rendelkezésre bocsatasa lehetetlennek bizonyul, vagy ardnytalanul nagy
erdGfeszitést igényelne, kiilondsen a kozérdekd archivalds céljabdl, tudomanyos és torténelmi kutatasi
célbdl vagy statisztikai célbdl, a Rendelet 89. cikk (1) bekezdésében foglalt feltételek és garanciak
figyelembevételével végzett adatkezelés esetében, vagy amennyiben az e cikk (1) bekezdésében
emlitett kotelezettség valdszinlsithet6en lehetetlenné tenné vagy komolyan veszélyeztetné ezen
adatkezelés céljainak elérését. llyen esetekben az adatkezel6nek megfeleld intézkedéseket kell hoznia
— az informdacidk nyilvdnosan elérhetévé tételét is ideértve — az érintett jogainak, szabadsagainak és
jogos érdekeinek védelme érdekében;

3. az adat megszerzését vagy kozlését kifejezetten elBirja az adatkezel6re alkalmazandd unids vagy
tagallami jog, amely az érintett jogos érdekeinek védelmét szolgalé megfeleld intézkedésekrdl
rendelkezik; vagy

4. aszemélyes adatoknak valamely uniés vagy tagallami jogban el6irt szakmai titoktartasi kotelezettség
alapjan, ideértve a jogszabdlyon alapulo titoktartdsi kotelezettséget is, bizalmasnak kell maradnia.

2. Az érintett hozzaférési joga

(1) Az érintett jogosult arra, hogy az adatkezel6tGl visszajelzést kapjon arra vonatkozdan, hogy személyes
adatainak kezelése folyamatban van-e, és ha ilyen adatkezelés folyamatban van, jogosult arra, hogy a
személyes adatokhoz és a kdvetkezd informacidkhoz hozzaférést kapjon:

1. az adatkezelés céljai;

10
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2. azérintett személyes adatok kategoriai;

3. azon cimzettek vagy cimzettek kategoridi, akikkel, illetve amelyekkel a személyes adatokat kozolték
vagy kozolni fogjak, ideértve kilondsen a harmadik orszagbeli cimzetteket, illetve a nemzetkozi
szervezeteket;

4. adott esetben a személyes adatok taroldsanak tervezett idGtartama, vagy ha ez nem lehetséges, ezen
id6tartam meghatdrozasanak szempontjai;

5. az érintett azon joga, hogy kérelmezheti az adatkezel6t6l a ra vonatkozé személyes adatok
helyesbitését, torlését vagy kezelésének korlatozasat, és tiltakozhat az ilyen személyes adatok kezelése
ellen;

6. avalamely felligyeleti hatdsdghoz cimzett panasz benyujtasanak joga;
7. ha az adatokat nem az érintettdl gy(jtotték, a forrasukra vonatkozé minden elérhetd informacio;

8. a Rendelet 22. cikk (1) és (4) bekezdésében emlitett automatizalt déntéshozatal ténye, ideértve a
profilalkotast is, valamint legalabb ezekben az esetekben az alkalmazott logikdra és arra vonatkozd
érthets informacidk, hogy az ilyen adatkezelés milyen jelent8séggel bir, és az érintettre nézve milyen
varhaté kovetkezményekkel jar.

(2) Ha személyes adatoknak harmadik orszagba vagy nemzetkozi szervezet részére torténé tovabbitasara kerdl
sor, az érintett jogosult arra, hogy tajékoztatast kapjon a tovabbitasra vonatkozdan a megfelel6 garancidkrol.

(3) Az adatkezel6 az adatkezelés targyat képez6 személyes adatok madsolatat az érintett rendelkezésére
bocsdtja. Az érintett altal kért tovdbbi masolatokért az adatkezel§ az adminisztrativ koltségeken alapuld,
észszer(d mértéku dijat szamithat fel. Ha az érintett elektronikus Uton nyujtotta be a kérelmet, az informacidkat
széles korben hasznalt elektronikus formatumban kell rendelkezésre bocsatani, kivéve, ha az érintett masként
kéri.

3. Az érintett helyesbitéshez és torléshez vald joga
3.1. A helyesbitéshez val6 jog

(1) Az érintett jogosult arra, hogy kérésére az adatkezel6 indokolatlan késedelem nélkiil helyesbitse a ra
vonatkozd pontatlan személyes adatokat. Figyelembe véve az adatkezelés céljat, az érintett jogosult arra, hogy
kérje a hidnyos személyes adatok — egyebek mellett kiegészit6 nyilatkozat Utjan torténé — kiegészitését.

3.2. A torléshez valé jog (,,az elfeledtetéshez vald jog”)

(1) Az érintett jogosult arra, hogy kérésére az adatkezel6 indokolatlan késedelem nélkil térélje a ra vonatkozo
személyes adatokat, az adatkezel6 pedig koteles arra, hogy az érintettre vonatkozd személyes adatokat
indokolatlan késedelem nélkiil torolje, ha az alabbi indokok valamelyike fennall:

11



REND,
< 52,
Moo-

NICT. WCERT

Sy, [ISONS00T

1. aszemélyes adatokra mar nincs sziikség abbdl a célbdl, amelybdl azokat gydjtotték vagy mas moédon
kezelték;

2. az érintett visszavonja a Rendelet 6. cikk (1) bekezdésének a) pontja (hozzajarulds személyes adatok
kezeléséhez) vagy a Rendelet 9. cikk (2) bekezdésének a) pontja értelmében (kifejezett hozzajarulas
adasa) az adatkezelés alapjat képez6 hozzdjarulasat, és az adatkezelésnek nincs mas jogalapja;

3. azérintett a Rendelet 21. cikk (1) bekezdése alapjan (tiltakozdshoz vald jog) tiltakozik az adatkezelése
ellen, és nincs elsGbbséget élvez jogszer(i ok az adatkezelésre, vagy az érintett a Rendelet 21. cikk (2)
bekezdése alapjan (lizletszerzés érdekében torténd személyes adatkezelés elleni tiltakozas) tiltakozik
az adatkezelés ellen;

4. aszemélyes adatokat jogellenesen kezelték;

5. a személyes adatokat az adatkezel6re alkalmazanddé uniés vagy tagallami jogban elGirt jogi
kotelezettség teljesitéséhez torolni kell;

6. a személyes adatok gy(ijtésére a Rendelet 8. cikk (1) bekezdésében emlitett, informacids
tarsadalommal 6sszefliggd szolgaltatasok kinaldsaval kapcsolatosan kertilt sor.

(2) Ha az adatkezel6 nyilvdnossagra hozta a személyes adatot, és az érintett kérelmére azt térélni koteles, az
elérhetd technoldgia és a megvaldsitds koltségeinek figyelembevételével megteszi az észszerlien elvarhaté
|épéseket — ideértve technikai intézkedéseket — annak érdekében, hogy tdjékoztassa az adatokat kezel6
adatkezel6ket, hogy az érintett kérelmezte t6lik a szoban forgd személyes adatokra mutatd linkek vagy e
személyes adatok masolatanak, illetve masodpélddnyanak torlését.

(3) Az (1) és (2) bekezdés nem alkalmazandd, amennyiben az adatkezelés szlikséges:
1. avéleménynyilvanitas szabadsagahoz és a tajékozéddashoz vald jog gyakorlasa céljabél;

2. a személyes adatok kezelését el6ird, az adatkezel6re alkalmazandd unids vagy tagallami jog szerinti
kotelezettség teljesitése, illetve kozérdekbdl vagy az adatkezel6re ruhdzott kdzhatalmi jogositvany
gyakorldsa keretében végzett feladat végrehajtasa céljabdl;

3. a Rendelet 9. cikk (2) bekezdése h) és i) pontjanak, valamint a rendelet 9. cikk (3) bekezdésének
megfelel6en a népegészségligy teriletét érint6 kozérdek alapjan;

4. a Rendelet 89. cikk (1) bekezdésével 6sszhangban a kozérdekd archivalas céljabdél, tudomanyos és
torténelmi kutatdsi célbdl vagy statisztikai célbdl, amennyiben az (1) bekezdésben emlitett jog
valdszinUsithetGen lehetetlenné tenné vagy komolyan veszélyeztetné ezt az adatkezelést; vagy

5. jogiigények elGterjesztéséhez, érvényesitéséhez, illetve védelméhez.

4, Az adatkezelés korlatozasahoz valo jog

12
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(1) Az érintett jogosult arra, hogy kérésére az adatkezel6 korlatozza az adatkezelést, ha az aldbbiak valamelyike
teljesdl:

1. az érintett vitatja a személyes adatok pontossagat, ez esetben a korlatozds arra az id6tartamra
vonatkozik, amely lehet6vé teszi, hogy az adatkezel6 ellenérizze a személyes adatok pontossagat;

2. az adatkezelés jogellenes, és az érintett ellenzi az adatok torlését, és ehelyett kéri azok
felhasznalasanak korlatozasat;

3. azadatkezel6nek mar nincs sziiksége a személyes adatokra adatkezelés céljabdl, de az érintett igényli
azokat jogi igények el6terjesztéséhez, érvényesitéséhez vagy védelméhez; vagy

4. az érintett a Rendelet 21. cikk (1) bekezdése szerint tiltakozott az adatkezelés ellen; ez esetben a
korlatozds arra az id6tartamra vonatkozik, amig megallapitasra nem kerl, hogy az adatkezel6 jogos
indokai els6bbséget élveznek-e az érintett jogos indokaival szemben.

(2) Ha az adatkezelés az (1) bekezdés alapjan korlatozas ald esik, az ilyen személyes adatokat a tarolas
kivételével csak az érintett hozzajarulasaval, vagy jogi igények el6terjesztéséhez, érvényesitéséhez vagy
védelméhez, vagy mds természetes vagy jogi személy jogainak védelme érdekében, vagy az Unid, illetve
valamely tagallam fontos kozérdekébdl lehet kezelni.

(3) Az adatkezel6 az érintettet, akinek a kérésére az (1) bekezdés alapjan korlatoztak az adatkezelést, az
adatkezelés korlatozdsanak feloldasardl elzetesen tajékoztatja.

5. A személyes adatok helyesbitéséhez, vagy torléséhez, illetve az adatkezelés korlatozasahoz
kapcsolodo értesitési kotelezettség

(1) Az adatkezel6 minden olyan cimzettet tdjékoztat a helyesbitésrdl, torlésrél vagy adatkezelés-korlatozasrol,
akivel, illetve amellyel a személyes adatot kozolték, kivéve, ha ez lehetetlennek bizonyul, vagy aranytalanul
nagy eréfeszitést igényel.

(2) Az érintettet kérésére az adatkezelG tdjékoztatja e cimzettekrél.
6. Az adathordozhatdsaghoz valé jog

(1) Az érintett jogosult arra, hogy a ra vonatkozd, altala egy adatkezel6 rendelkezésére bocsatott személyes
adatokat tagolt, széles korben hasznalt, géppel olvashaté formatumban megkapja, tovabba jogosult arra, hogy
ezeket az adatokat egy masik adatkezel6nek tovabbitsa anélkiil, hogy ezt akadalyozna az az adatkezel§,
amelynek a személyes adatokat a rendelkezésére bocsatotta, ha:

6. az adatkezelés a Rendelet 6. cikk (1) bekezdésének a) pontja (érintett hozzajaruldsa a személyes adatok
kezeléséhez) vagy a Rendelet 9. cikk (2) bekezdésének a) pontja (érintett kifejezett hozzajaruldsa az
adatkezeléshez) szerinti hozzajaruldson, vagy a Rendelet 6. cikk (1) bekezdésének b) pontja szerinti
szerz6désen alapul; és

7. az adatkezelés automatizalt modon torténik.
13



s REND,
<P R

00
N@ 24
% WCERT
[
® <,

Sy, [ISONS00T

(2) Az adatok hordozhatdsagdhoz valé jog (1) bekezdés szerinti gyakorldsa soran az érintett jogosult arra, hogy
— ha ez technikailag megvaldsithatd — kérje a személyes adatok adatkezel6k kdzotti kdzvetlen tovabbitasat.

(3) Az (1) bekezdésében emlitett jog gyakorlasa nem sértheti a Rendelet 17. cikkét. Az emlitett jog nem
alkalmazandd abban az esetben, ha az adatkezelés kozérdek(i vagy az adatkezel6re ruhazott kézhatalmi
jogositvdnyai gyakorlasanak keretében végzett feladat végrehajtasahoz sziikséges.

(4) Az (1) bekezdésben emlitett jog nem érintheti hatrdnyosan masok jogait és szabadsagait.
7. A tiltakozashoz valé jog

(1) Az érintett jogosult arra, hogy a sajat helyzetével kapcsolatos okokbdl barmikor tiltakozzon személyes
adatainak a kozérdek( vagy kozhatalmi jogositvany gyakorlasanak keretében megvaldsuld adatkezelése, illetve
az adatkezelG, vagy harmadik fél jogos érdekeinek érvényesitéséhez szlikséges adatkezelés ellen (a rendelet 6.
cikk (1) bekezdésének e) vagy f) pontjan alapuld adatkezelés) ellen, ideértve az emlitett rendelkezéseken
alapulé profilalkotast is. Ebben az esetben az adatkezel6 a személyes adatokat nem kezelheti tovabb, kivéve,
ha az adatkezel6 bizonyitja, hogy az adatkezelést olyan kényszerité erejli jogos okok indokoljak, amelyek
els6bbséget élveznek az érintett érdekeivel, jogaival és szabadsagaival szemben, vagy amelyek jogi igények
elGterjesztéséhez, érvényesitéséhez vagy védelméhez kapcsolddnak.

(2) Ha a személyes adatok kezelése kdzvetlen Uzletszerzés érdekében torténik, az érintett jogosult arra, hogy
barmikor tiltakozzon a ra vonatkozd személyes adatok e célbdl torténé kezelése ellen, ideértve a profilalkotast
is, amennyiben az a kdzvetlen lizletszerzéshez kapcsolodik.

(3) Ha az érintett tiltakozik a személyes adatok kozvetlen lizletszerzés érdekében térténé kezelése ellen, akkor
a személyes adatok a tovabbiakban e célbdl nem kezelheték.

(4) Az (1) és (2) bekezdésben emlitett jogra legkésGbb az érintettel vald elsé kapcsolatfelvétel soran
kifejezetten fel kell hivni annak figyelmét, és az erre vonatkozé tajékoztatast egyértelmdien és minden mas
informdaciotdl elkilonitve kell megjeleniteni.

(5) Az informacios tarsadalommal 6sszefliggé szolgaltatasok igénybevételéhez kapcsoléddan és a 2002/58/EK
irdnyelvtél eltérve az érintett a tiltakozdshoz valé jogot miiszaki el6irdsokon alapuld automatizalt eszkdzokkel
is gyakorolhatja.

(6) Ha a személyes adatok kezelésére a Rendelet 89. cikk (1) bekezdésének megfeleléen tudomanyos és
torténelmi kutatasi célbdl vagy statisztikai célbdl keriil sor, az érintett jogosult arra, hogy a sajat helyzetével
kapcsolatos okokbdl tiltakozhasson a rd vonatkozd személyes adatok kezelése ellen, kivéve, ha az
adatkezelésre kozérdekd okbdl végzett feladat végrehajtasa érdekében van szikség.

8. Az automatizalt dontéshozatal al6li mentesség joga

(1) Az érintett jogosult arra, hogy ne terjedjen ki ra az olyan, kizardlag automatizalt adatkezelésen — ideértve a
profilalkotast is — alapuld déntés hatdlya, amely rd nézve joghatassal jarna vagy 6t hasonldképpen jelentés
mértékben érintené.
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2) Az (1) bekezdés nem alkalmazandd abban az esetben, ha a dontés:
1. azérintett és az adatkezel6 kozotti szerz6dés megkotése vagy teljesitése érdekében sziikséges;

2. meghozatalat az adatkezelSre alkalmazandé olyan unids vagy tagallami jog teszi lehetévé, amely az
érintett jogainak és szabadsagainak, valamint jogos érdekeinek védelmét szolgdldé megfeleld
intézkedéseket is megallapit; vagy

3. azérintett kifejezett hozzajaruldsan alapul.

(3) A (2) bekezdés a) és c) pontjaban emlitett esetekben az adatkezel$ koteles megfeleld intézkedéseket tenni
az érintett jogainak, szabadsdgainak és jogos érdekeinek védelme érdekében, ideértve az érintettnek legaldbb
azt a jogat, hogy az adatkezel6 részérél emberi beavatkozast kérjen, allaspontjat kifejezze, és a dontéssel
szemben kifogast nyujtson be.

(4) A (2) bekezdésben emlitett dontések nem alapulhatnak a személyes adatoknak a Rendelet 9. cikk (1)
bekezdésében emlitett kiilonleges kategdridin, kivéve, ha a 9. cikk (2) bekezdésének a) vagy g) pontja
alkalmazando, és az érintett jogainak, szabadsdgainak és jogos érdekeinek védelme érdekében megfelel6
intézkedések megtételére keriilt sor.

9. Az érintett panasztételhez és jogorvoslathoz valé joga
9.1. A felligyeleti hatdsagnal torténd panasztételhez valo jog.

(1) Az érintett a Rendelet 77. cikke alapjan jogosult arra, hogy panaszt tegyen a felligyeleti hatésagnal ha az
érintett megitélése szerint a ra vonatkozd személyes adatok kezelése megsérti e rendeletet.

(2) Panasztételhez vald jogat az érintett az aldbbi elérhet&ségeken gyakorolhatja:

Nemzeti Adatvédelmi és Informacidszabadsag Hatdsag cim: 1125 Budapest, Szilagyi Erzsébet fasor 22/c;
Telefon: +36 (1) 391-1400; Fax: +36 (1) 391-1410; http://www.naih.hu; e-mail: ugyfelszolgalat@naih.hu

(3) A feligyeleti hatdésag, amelyhez a panaszt benyujtottdk, koteles tajékoztatni az Ugyfelet a panasszal
kapcsolatos eljarasi fejleményekrél és annak eredményérdl, ideértve azt is, hogy a Rendelet 78. cikk alapjan az
Ggyfél jogosult birésagi jogorvoslattal élni.

9.2. A felligyeleti hatdsaggal szembeni hatékony birésagi jogorvoslathoz valé jog

(1) Az egyéb kozigazgatasi vagy nem birdsagi Utra tartozé jogorvoslatok sérelme nélkil, minden természetes
és jogi személy jogosult a hatékony birdsagi jogorvoslatra a felligyeleti hatdsag rd vonatkozo, jogilag kotelezé
erejl dontésével szemben.

(2) Az egyéb kozigazgatdsi vagy nem birdsagi Utra tartozd jogorvoslatok sérelme nélkiil, minden érintett
jogosult a hatékony birdsagi jogorvoslatra, ha az illetékes felligyeleti hatdsag nem foglalkozik a panasszal, vagy
harom hdnapon belil nem tdjékoztatja az érintettet a Rendelet 77. cikke alapjan benyujtott panasszal
kapcsolatos eljarasi fejleményekrdl vagy annak eredményérdl.
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(3) A felUgyeleti hatdsaggal szembeni eljarast a felligyeleti hatdsag székhelye szerinti tagallam birésaga el6tt
kell meginditani.

(4) Ha a felugyeleti hatdsag olyan dontése ellen inditanak eljarast, amellyel kapcsolatban az egységességi
mechanizmus keretében a Testlilet el6z6leg véleményt bocsatott ki vagy dontést hozott, a felligyeleti hatésag
koteles ezt a véleményt vagy dontést a birdsdgnak megkildeni.

9.3. Az adatkezel6vel vagy az adatfeldolgozéval szembeni hatékony birdsagi jogorvoslathoz valé jog

(1) A rendelkezésre allé kozigazgatdsi vagy nem birdsagi Utra tartozd jogorvoslatok — koztiik a fellgyeleti
hatdsdgnal torténd panasztételhez vald, a Rendelet 77. cikke szerinti jog — sérelme nélkil, minden érintett
hatékony birdsdgi jogorvoslatra jogosult, ha megitélése szerint a személyes adatainak e rendeletnek nem
megfelel6 kezelése kovetkeztében megsértették az e rendelet szerinti jogait.

(2) Az adatkezel6vel vagy az adatfeldolgozdval szembeni eljarast az adatkezel6 vagy az adatfeldolgozd
tevékenységi helye szerinti tagdllam birdsaga el6tt kell meginditani. Az ilyen eljaras megindithatd az érintett
szokdsos tartdzkodasi helye szerinti tagdllam birdsaga el6tt is, kivéve, ha az adatkezel6 vagy az adatfeldolgozé
valamely tagallamnak a kozhatalmi jogkdrében eljaré kézhatalmi szerve.

10. Korlatozasok

(1) Az adatkezel6re vagy adatfeldolgozdra alkalmazandé unids vagy tagallami jog jogalkotdsi intézkedésekkel
korlatozhatja a Rendelet 12—22. cikkében és a 34. cikkében foglalt, valamint a 12—22. cikkében meghatarozott
jogokkal és kotelezettségekkel 6sszhangban 1évé rendelkezései tekintetében a Rendelet 5. cikkében foglalt
jogok és kotelezettségek hatdlyat, ha a korlatozas tiszteletben tartja az alapvets jogok és szabadsagok Iényeges
tartalmat, valamint az aldbbiak védelméhez sziikséges és aranyos intézkedés egy demokratikus
tarsadalomban:

1. nemzetbiztonsag;
2. honvédelem;
3. kozbiztonsag;

4. blincselekmények megel6zése, nyomozasa, felderitése vagy a vadeljarads lefolytatdsa, illetve
blintet6jogi szankcidk végrehajtdsa, beleértve a kozbiztonsagot fenyeget6 veszélyekkel szembeni
védelmet és e veszélyek megel§zését;

5. azUnid vagy valamely tagallam egyéb fontos, altaldnos kozérdek célkitlizései, kiilondsen az Unié vagy
valamely tagallam fontos gazdasagi vagy pénzligyi érdeke, beleértve a monetaris, a kdltségvetési és az
addzasi kérdéseket, a népegészségiigyet és a szocialis biztonsagot;

6. a birdi flggetlenség és a birdsagi eljarasok védelme;

7. a szabdlyozott foglalkozdsok esetében az etikai vétségek megel6zése, kivizsgalasa, felderitése és az
ezekkel kapcsolatos eljarasok lefolytatasa;
16
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8. aza)-e)és ag) pontban emlitett esetekben — akar alkalmanként — a kézhatalmi feladatok ellatasahoz
kapcsolddo ellendrzési, vizsgalati vagy szabdlyozasi tevékenység;

9. azérintett védelme vagy mdsok jogainak és szabadsdgainak védelme;
10. polgari jogi kovetelések érvényesitése.

(2) Az (1) bekezdésben emlitett jogalkotasi intézkedések adott esetben részletes rendelkezéseket tartalmaznak
legaldbb:

1. az adatkezelés céljaira vagy az adatkezelés kategéridira,

2. aszemélyes adatok kategoériaira,

3. a bevezetett korlatozasok hatalyara,

4. avisszaélésre, illetve a jogosulatlan hozzaférésre vagy tovabbitas megakadalyozasat célzé garanciadkra,
5. az adatkezel6 meghatarozdsara vagy az adatkezel6k kategdridinak meghatarozdsara,

6. az adattdrolas id6tartamdra, valamint az alkalmazandd garancidkra, figyelembe véve az adatkezelés
vagy az adatkezelési kategéridk jellegét, hatalyat és céljait,

7. azérintettek jogait és szabadsagait érint6 kockazatokra, és

8. az érintettek arra vonatkozd jogara, hogy tdjékoztatast kapjanak a korlatozasrdl, kivéve, ha ez
hatranyosan befolyasolhatja a korlatozas céljat.

11. Az adatvédelmi incidensrél torténd tajékoztatas

(1) Ha az adatvédelmi incidens valdszin(sithet6en magas kockazattal jar a természetes személyek jogaira és
szabadsagaira nézve, az adatkezel6 indokolatlan késedelem nélkiil tajékoztatja az érintettet az adatvédelmi
incidensrél.

(2) Az (1) bekezdésben emlitett, az érintett részére adott tajékoztatasban vildgosan és kozérthet6en ismertetni
kell az adatvédelmi incidens jellegét, és kozolni kell legaldbb: az adatvédelmi tisztvisel§ vagy a tovabbi
tdjékoztatast nyujté egyéb kapcsolattartd nevét és elérhetGségeit, az adatvédelmi incidensbél eredd,
valdszinUsithetd kovetkezményeket, az adatkezel6 altal az adatvédelmiincidens orvoslasara tett vagy tervezett
intézkedéseket, beleértve adott esetben az adatvédelmi incidensbdl ered6 esetleges hatranyos
kovetkezmények enyhitését célzé intézkedéseket.

(3) Az érintettet nem kell az (1) bekezdésben emlitettek szerint tajékoztatni, ha a kovetkezd feltételek

barmelyike teljesul:
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1. az adatkezel6 megfelel6 technikai és szervezési védelmi intézkedéseket hajtott végre, és ezeket az
intézkedéseket az adatvédelmi incidens 4ltal érintett adatok tekintetében alkalmaztak, kilondsen
azokat az intézkedéseket — mint példaul a titkositds alkalmazasa —, amelyek a személyes adatokhoz
vald hozzaférésre fel nem jogositott személyek szamara értelmezhetetlenné teszik az adatokat;

2. az adatkezel6 az adatvédelmi incidenst kovet6en olyan tovabbi intézkedéseket tett, amelyek
biztositjak, hogy az érintett jogaira és szabadsagaira jelentett, az (1) bekezdésben emlitett magas
kockdzat a tovabbiakban valdszinlsithet6en nem valdsul meg;

3. atdjékoztatds aranytalan erdfeszitést tenne sziikségessé. llyen esetekben az érintetteket nyilvanosan
kozzétett informacidk utjan kell tdjékoztatni, vagy olyan hasonld intézkedést kell hozni, amely
biztositja az érintettek hasonldan hatékony tdjékoztatasat.

(4) Ha az adatkezel6 még nem értesitette az érintettet az adatvédelmi incidensrél, a felligyeleti hatdsag,
miutdn mérlegelte, hogy az adatvédelmi incidens valdszin(isithet6en magas kockazattal jar-e, elrendelheti az
érintett tajékoztatasat, vagy megallapithatja a (3) bekezdésben emlitett feltételek valamelyikének teljesiilését.

IX. AZ ERINTETT KERELME ESETEN ALKALMAZANDO ELJARAS

(1) A cég el6segiti az érintett jogainak gyakorldsat, az érintett jelen szabdlyzatban is rogzitett jogainak
gyakorlasdra irdnyulé kérelem teljesitését nem tagadhatja meg, kivéve, ha bizonyitja, hogy az érintettet nem
all médjaban azonositani.

(2) A cég indokolatlan késedelem nélkil, de mindenféleképpen a kérelem beérkezését6l szamitott egy
honapon beliil tajékoztatja az érintettet a kérelem nyoman hozott intézkedésekrdl. Sziikség esetén, figyelembe
véve a kérelem Osszetettségét és a kérelmek szamat, ez a hatarid6 tovabbi két hdnappal meghosszabbithaté.
A hatarid6 meghosszabbitdsardl az adatkezel a késedelem okainak megjelolésével a kérelem kézhezvételétdl
szamitott egy hénapon beliil tajékoztatja az érintettet.

(3) Ha az érintett elektronikus Uton nyujtotta be a kérelmet, a tajékoztatast lehet&ség szerint elektronikus Uton
kell megadni, kivéve, ha az érintett azt masként kéri.

(4) Ha a cég nem tesz intézkedéseket az érintett kérelme nyoman, késedelem nélkil, de legkésébb a kérelem
beérkezését6l szamitott egy hdnapon belil tdjékoztatja az érintettet az intézkedés elmaradasanak okairdl,
valamint arrdl, hogy az érintett panaszt nyujthat be a felligyeleti hatésagnal, és élhet birdsagi jogorvoslati
jogaval.

(5) A cég a Rendelet 13. és 14. cikke szerinti, jelen szabdalyzat VI. fejezet 1. pontban részletezett informacidkat
és a Rendelet 15-22. és 34. cikk szerinti tdjékoztatast és intézkedést (visszajelzés a személyes adatok
kezelésérdl, hozzaférés a kezelt adatokhoz, adatok helyesbitése, kiegészitése, torlése, adatkezelés korlatozasa,
adathordozhatdsag, tiltakozas az adatkezelés ellen, az adatvédelmi incidensrél valé tajékoztatas) dijmentesen
biztositja az érintett szamara.

(6) Ha az érintett kérelme egyértelmiien megalapozatlan vagy — kilénosen ismétlédé jellege miatt — talzo, az
adatkezeld, figyelemmel a kért informacio vagy tdjékoztatas nyudjtasaval vagy a kért intézkedés meghozatalaval
18



REND,
<& S

00
N@ ‘g
% WCERT
[
® <,

Sy, [ISONS00T

jaré adminisztrativ koltségekre: 5000.- Ft 6sszegli dijat szamithat fel, vagy megtagadhatja a kérelem alapjan
torténd intézkedést.

(7) A kérelem egyértelmiien megalapozatlan vagy tulzo jellegének bizonyitasa az adatkezel6t terheli.

(8) A Rendelet 11. cikkének sérelme nélkiil, ha az adatkezel6nek megalapozott kétségei vannak a Rendelet 15—
21. cikk szerinti kérelmet benyuljté természetes személy kilétével kapcsolatban, tovdbbi, az érintett
személyazonossaganak megerGsitéséhez szlikséges informaciok nyujtasat kérheti.

1. ADATVEDELMI INCIDENS ESETEN ALKALMAZANDO ELJARAS

(1) Adatvédelmi incidens a Rendelet értelmében a biztonsag olyan sériilése, amely a tovabbitott, tarolt vagy
mds mddon kezelt személyes adatok véletlen vagy jogellenes megsemmisitését, elvesztését, megvaltoztatdsat,
jogosulatlan kozlését vagy az azokhoz valé jogosulatlan hozzaférést eredményezi.

(2) Adatvédelmi incidensnek minGsil példaul:
e aszemélyes adatokat tartalmazo eszkdz (laptop, mobiltelefon) elvesztése, vagy ellopasa,

e az adatkezeld altal titkositott allomany visszafejtésére szolgald kod elvesztése, hozzaférhetetlenné

valasa,

e ransomware (zsaroldvirus) altali fert6zés, amely a valtsagdij megfizetéséig hozzaférhetetlenné teszi az
adatkezeld altal kezelt adatokat,

e azinformatikai rendszer megtdmadasa,

o tévesen elklldott személyes adatokat tartalmazé e-mail,

cimlista nyilvanossagra hozatala stb.

(3) Az adatvédelmi incidens észlelése esetén a cég képvisel6je haladéktalanul vizsgalatot folytat le az
adatvédelmiincidens azonositdsa és lehetséges kovetkezményeinek megallapitasa céljabdl. A karok elharitasa
érdekében a szilikséges intézkedéseket meg kell tenni.

(4) Az adatvédelmi incidenst indokolatlan késedelem nélkil, és ha lehetséges, legkésébb 72 éraval azutan,
hogy az adatvédelmi incidens a tudomadsara jutott, bejelenteni koteles az illetékes felligyeleti hatdsagnal,
kivéve, ha az adatvédelmi incidens valdszin(sithet6en nem jar kockazattal a természetes személyek jogaira és
szabadsagaira nézve. Ha a bejelentés nem torténik meg 72 6ran belil, mellékelni kell hozza a késedelem
igazolasara szolgald indokokat is.

(5) Az adatfeldolgozé az adatvédelmi incidenst, az arrdl vald tudomdsszerzését kovetSen indokolatlan
késedelem nélkil bejelenti az adatkezel6nek.

(6) A (3) bekezdésben emlitett bejelentésben legalabb:
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1. ismertetni kell az adatvédelmi incidens jellegét, beleértve — ha lehetséges — az érintettek kategoriait
és hozzavetbleges szdmat, valamint az incidenssel érintett adatok kategdridit és hozzdvetGleges
szamat;

2. kozolni kell az adatvédelmi tisztvisel6 vagy a tovabbi tdjékoztatdst nydjtd egyéb kapcsolattartd nevét
és elérhetGségeit;

3. ismertetni kell az adatvédelmi incidensbdl ered§, valdszinlsithet6 kovetkezményeket;

4. ismertetni kell az adatkezel6 4ltal az adatvédelmi incidens orvosldsara tett vagy tervezett
intézkedéseket, beleértve adott esetben az adatvédelmi incidensbdl eredé esetleges hatranyos
kovetkezmények enyhitését célzé intézkedéseket.

(7) Ha és amennyiben nem lehetséges az informacidokat egyidejlileg kozolni, azok tovabbi indokolatlan
késedelem nélkil késGbb részletekben is kozolheték.

(8) Az adatkezelS6 nyilvantartja az adatvédelmi incidenseket, feltiintetve az adatvédelmi incidenshez
kapcsolddo tényeket, annak hatdsait és az orvosldsara tett intézkedéseket. E nyilvantartas lehetévé teszi, hogy
a felligyeleti hatdsag ellendrizze a bejelentési kdtelezettségre vonatkozd kdvetelményeknek valé megfelelést.

1. MUNKAVISZONNYAL KAPCSOLATOS ADATKEZELES
2. A Munkaviszony létesitését megel6z6en folytatott adatkezelés

1.1. A Munkaviszony létesitését megel6z6en folytatott adatkezelés

A munkaviszony létesitése el6tt megvaldsuld adatkezelés az azt megel6z6 palyaztatasi eljarassal, valamint a
munkakaorre vald alkalmassag vizsgalataval 6sszefliggésben valdsul meg.

1.1. A munkavallalok felvételére iranyuld palyaztatasi eljards soran folytatott adatkezelés

(1) A munkavallaldk felvételére iranyuld palyaztatasi eljards soran folytatott adatkezelés jogalapja az érintett
hozzajaruldsa.

(2) Az adatkezelési célok: palyazat elbiralasa, munkaszerz6dés kotése.

(3) Az adatkezeléssel érintett adatok: név, lakcim, szlletési hely, id6, végzettség, szakmai képzettség,
telefonszam, e-mail cim, képmas, 6néletrajz, palyazat.

Adatkezeléssel érintett adatnak minGsil a palydzéval kapcsolatban rogzitett minGsités, tulajdonsag
meghatdarozas is.

(4) Az adatkezeléssel érintett személyek kategoridi: az allaspalyazatra jelentkez6 személyek.

(5) Személyes adatok cimzettjei: a munkaltatéi jogkor gyakorléja, a humanpolitikai feladatot ellatd
munkavallalo(k).
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(6) Az adatkezelés id6tartama: a munkavallalé kivdlasztasat kovetéen a ki nem valasztott jelentkez6k
tekintetében az adatkezelési cél megsz(inik, ezért a jelentkez6k személyes adatait haladéktalanul torélni kell.

(7) Fennall a torlési kotelezettség abban az esetben is, ha az érintett még a jelentkezés soran meggondolja
magat, visszavonja palyazatat. A jelentkez6t tajékoztatni kell a kivalasztas targydban hozott dontés
eredményérdél.

1.2. Munkakorre vald alkalmassagi vizsgdlat soran végzett adatkezelés

(1) Az Mt. 10. § (1) bekezdése alapjan a munkavallalékkal szemben kizarélag két tipusu alkalmassagi vizsgalat
alkalmazhaté: olyan alkalmassagi vizsgalatok, amelyeket munkaviszonyra vonatkozé szabaly ir el6, masrészt
olyan vizsgalatok, amelyeket nem ir ugyan el6 munkaviszonyra vonatkozd szabdly, de amelyre a
munkaviszonyra vonatkozé szabalyban meghatarozott jog gyakorldsa, kotelezettség teljesitése érdekében
szlikség van.

(2) Az alkalmassagi vizsgalat mindkét esetkérében részletesen tajékoztatni kell a munkavallalokat tébbek
kozott arrdl, hogy az alkalmassagi vizsgalat milyen készség, képesség felmérésére irdnyul, a vizsgalat milyen
eszkozzel, mddszerrel torténik. Amennyiben jogszabdly irja el6 a vizsgalat elvégzését, akkor tajékoztatni kell a
munkavallaldkat a jogszabaly cimérdl és a pontos jogszabalyhelyrél is.

(3) Az adatkezelés jogalapja a munkaltato jogos érdeke.
(4) Az adatkezelés célja: munkakor betoltésére valo alkalmassag megallapitasa, munkaviszony létesitése.

(5) A személyes adatok kezelésére jogosult személyek a vizsgalati eredmény tekintetében a vizsgalatot végzé
szakember és a vizsgalt személy. A munkaltatd csak azt az informaciot kaphatja meg, hogy a vizsgalt személy a
munkdra alkalmas-e vagy sem, illetve milyen feltételek biztositanddk ehhez. A vizsgalat részleteit, illetve annak
teljes dokumentdacidjat azonban a munkaltaté nem ismerheti meg.

(6) Az alkalmassagi vizsgdlattal kapcsolatos személyes adatok kezelésének idGtartama: a munkaviszony
megsz(inését kdvetd 3 év.

2. A munkaviszony fennallasa alatt folytatott adatkezelés
1. Munkalgyi nyilvantartds keretében folytatott adatkezelés

(1) A cég a munkadgyi nyilvantartasban kezelt, aldbbiakban megnevezett munkavallaloi személyes adatokat a
munkaltatd jogos érdeke, jogi kotelezettség teljesitése, szerz6dés teljesitése alapjan kezeli.

(2) A cég altal a munkadigyi nyilvantartasban kezelt munkavallalé személyes adatok kore:
e néy, szuletési név
o sziletésiideje,
e anyja neve,
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e lakcime,

e allampolgarsaga,

e addazonosito jele,

e TAJszama,

e nyugdijas térzsszam (nyugdijas munkavallalé esetén),

e telefonszam,

e e-mail cim,

e személyiigazolvany szama,

e lakcimet igazold hatdsagi igazolvany szama,

e bankszamlaszama,

e munkdba lépésének kezd6 és befejezd idGpont;ja,

e munkakor,

e iskolai végzettségét, szakképzettségét igazoldé okmdany masolata,
o fénykép,

e Onéletrajz,

e munkabérének 6sszege, a bérfizetéssel, egyéb juttatasaival kapcsolatos adatok,

e amunkavallalé munkabérébdl joger6s hatarozat vagy jogszabdly, illetve irasbeli hozzajarulasa alapjan
levonandd tartozast, illetve ennek jogosultsagat,

e munkavallalé munkajanak értékelése,

e amunkaviszony megsz(inésének maddja, indokai,
e munkakortél figgben erkdlcsi bizonyitvanya

e a munkakori alkalmassagi vizsgalatok 6sszegzése,

e magannyugdijpénztari és 6nkéntes kdlcsonds biztositd pénztari tagsag esetén a pénztar megnevezése,
azonosité szama és a munkavallalé tagsagi szama,

e kilféldi munkavallalo esetén Utlevélszam; munkavallalasi jogosultsagot igazold dokumentumanak
megnevezését és szama,

22



REND,
<& S

00
N@ ‘g
% WCERT
[
® <,

Sy, [ISONS00T

e munkavallalot ért balesetek jegyz6kdnyveiben rogzitett adatokat;

e aTarsasagnal biztonsagi és vagyonvédelmi célbdl alkalmazott kamera és beléptetd rendszer,
illetve a helymeghatdrozd rendszerek altal rogzitett adatok.
(3) Az adatkezeléssel érintett személyek kore: a cég munkavallaléi.

(4) A fentiekben rogzitett személyes adatok cimzettjei: a munkaltatéi jogkoér gyakorldja, a cég személylgyi
tevékenységet, konywviteli, bérszamfejt6i feladatot ellaté munkavallaléi, adatfeldolgozéi.

(5) Az adatkezelés célja: kapcsolattartas, vagyonvédelem, munkaviszonybdl eredé kotelezettségek teljesitése,
bérszamfejtés (bérfizetés), munkaviszonybdl ered6 jogok gyakorlasa, munkaviszony létrehozasa és
megsziintetése, munkaviszonnyal kapcsolatos adatszolgaltatas, nyilvantartas.

(6) Az adatkezelés idGtartama: a munkaviszony megsz(inését koveté 3 év.
2.2. A munkavallalé munkaviszonnyal 6sszefliggé magatartasanak ellenérzése

(1) A munkaltaté a munkavallalét csak a munkaviszonnyal 6sszefliggé magatartasa korében ellenérizheti. Az
ellen6rzés és az annak sordn alkalmazott eszk6zok, mddszerek nem jarhatnak az emberi méltésag
megsértésével. A munkavdllalé maganélete nem ellenérizhet6.

(2) A munkaltaté el6zetesen tdjékoztatja a munkavallalét azoknak a technikai eszk6zéknek az alkalmazasardl,
amelyek a munkavallalo ellenGrzésére szolgalnak.

2.2.1. Elektronikus megfigyelGrendszerrel kapcsolatos adatkezelés

(1) A cég személy-, illetve vagyonvédelem céljabdl kamerds megfigyel6rendszert alkalmaz székhelyén.
Kamerakat a munkavallalék és az altaluk végzett tevékenység elsédleges, kifejezett megfigyelése céljabdl
m(ikodtetni nem lehet. Jogellenesnek tekinthet6 az olyan elektronikus megfigyel6rendszer alkalmazasa,
amelynek — akar nem deklarativ — célja a munkavallalék munkahelyi viselkedésének a befolyasolasa.

(2) Tilos kamerat elhelyezni olyan helyiségben, amelyben a megfigyelés az emberi méltdsagot sértheti, igy
kiilonosen az oOlt6z6kben, zuhanyzdkban, az illemhelyiségekben vagy példaul orvosi szobaban, vardban.
Emellett alapvet6en szintén nem lehet elektronikus megfigyel6rendszert alkalmazni az olyan helyiségben sem,
amely a munkavallalok munkakoézi sziinetének eltoltése céljabdl lett kijeldlve, mint példaul a munkavallalék
szamdra biztositott ebédIé.

(3) Ha a munkahely teriletén jogszerlien senki sem tartézkodhat (igy kiilénésen munkaidén kivil vagy a
munkaszilineti napokon), akkor a munkahely teljes teriilete (igy példaul az 6lt6z4k, illemhelyek, munkakozi
szlinetre kijelolt helyiségek) megfigyelhetd.

(4) A cég elektronikus megfigyelGrendszert kizardélag a sajat tulajdondban (vagy a haszndlataban) allo
éplletrészek, helyiségek és teriletek, illet6leg az ott tortént események megfigyelésére alkalmazhat,
kozterilet megfigyelésére azonban nem. A kamera latdszoge a céljaval 6sszhangban 4ll6 teriletre irdnyulhat.
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(5) Ha a kameras megfigyelés olyan teriiletre irdnyul, ahol munkavallalok és lgyfelek (latogatdk) egyarant
tartézkodhatnak, akkor pedig a munkaltatonak természetesen gondoskodnia kell az Szvtv. 28. § (2) bekezdés
d) pontja szerinti ismertetd elhelyezésérdl is.

(6) A cég az elektronikus megfigyelGrendszer alkalmazasardl jol lathatd tajékoztato tablat helyez el ezzel téve
eleget el6zetes tajékoztatdsi kotelezettségének. A tadjékoztatast minden egyes kamera vonatkozdsdban
megadja, pontosan megjeldli, hogy az adott kamerat milyen célbdl helyezte el az adott teriileten és milyen
terlletre, berendezésre irdnyul a kamera latészoge. A tajékoztatas kiterjed az adatkezelés jogalapjdra, az
elektronikus megfigyel6rendszert izemeltet6 (jogi vagy természetes) személy meghatdrozdsara, a felvétel
tarolasanak helyére és id6tartamdra, az adatok megismerésére jogosult személyek korére, illetéleg arra, hogy
a felvételt mely személyek, szervek részére, milyen esetben tovabbithatja, arra, hogy a munkavallalékat milyen
jogok illetik meg az elektronikus megfigyel6rendszerrel 6sszefliggésben és milyen médon tudjak gyakorolni a
jogaikat, arra, hogy az informacids oOnrendelkezési joguk megsértése esetén milyen jogérvényesitési
eszkozoket vehetnek igénybe.

(7) Az elektronikus megfigyelGrendszer altal rogzitett felvételek (személyes adatok) tarolasanak id6tartama az
elkészitéstdl szamitott 3 munkanap.

(8) A munkahelyi kameras megfigyelés jogalapja a munkaltaté jogos érdeke (Rendelet 6. cikk f) pont), illet6leg
az érintett onkéntes hozzajarulasa a cég altal tablak formajaban kihelyezett tajékoztatasa alapjan.

(9) Az érintett hozzajaruldsa rautalé magatartas formajaban is megadhatd. Rautalé magatartas kiilondsen, ha
az érintett a kameras térfigyel6 rendszerrel érintett egységekbe bemegy, illetve ott tartézkodik.

(10) A kezelt adatok kore: az Gzemeltett kamerarendszer altal rogzitett érintetti képmas, és egyéb személyes
adatok.

(11) A kamerafelvétel atjan rogzitett személyes adatok cimzettjei: cég vezet6je, a kamerarendszert mikodtet6
munkavallalok, az lzemeltetést ellatd adatfeldolgozd a jogsértések felderitése, rendszer miikodésének
ellendérzése céljabdl.

2.2.2. A cég dltal a munkavallalé rendelkezésére bocsatott e-mail fiok hasznalataval kapcsolatos adatkezelés

(1) A cég e-mail fiokot bocsat a munkavallaldk rendelkezésére annak érdekében, hogy a munkavallalok ezen
keresztil tartsdk egymassal a kapcsolatot, vagy a cég képviseletében levelezzenek az Ugyfelekkel, mas
személyekkel, szervezetekkel.

(2) A cég munkavallaléi szamara a fentiekben koérilirt e-mail fiok magancélra torténd haszndlata nem
engedélyezett. A munkaltatd vezetGje jogosult hat havonta ellenérizni a munkavallalok céges e-mail fidkjanak
tartalmat és a munkavallalék altal folytatott levelezést.

(3) A munkaltatonak az email fiok hasznalatanak ellenérzése elStt kdzélnie kell a munkavallaldkkal, hogy milyen
érdeke miatt keriil sor a munkaltatéi intézkedésre.
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(4) A munkaltaténak a fokozatossag elvére figyelemmel Iépcs6zetes ellenGrzési rendszert alkalmaz, amelyben
megfelelen érvényesiilhet a személyes adatok védelme, illetve hogy az ellenérzés minél kisebb mértékben
érintse a munkavallalék maganszférajat.

(5) Az e-mail fiék hasznalatanak ellenérzése esetén fészabalyként biztositani kell a munkavallalé jelenlétét.

(6) Az e-mail fidk jogszer(i ellenérzésének megtartasahoz a munkaltaténak elézetesen részletes tdjékoztatast
kell biztositania a munkavallalok szamara. A tajékoztatéban a munkaltatonak ki kell térnie tobbek kézott arra,
hogy: — milyen célbdl, milyen munkaltatéi érdekek miatt keriilhet sor az e-mail fidk ellenérzésére (illetve
természetesen a konkrét ellen6rzés el6tt tdjékoztatni kell a munkavallalét arrdél, hogy milyen munkaltatoi
érdek miatt kerl sor az ellenérzésre), — a munkaltatod részérdl ki végezheti az ellenbrzést, — milyen szabalyok
szerint kerilhet sor ellen6rzésre (fokozatossag elvének betartasa) és mi az eljaras menete, — milyen jogai és
jogorvoslati lehetdségei vannak a munkavallaléknak az e-mail fidk ellenérzésével egyiitt jaré adatkezeléssel
kapcsolatban.

(7) Az ellen6rzés elsé |épése az e-mail cim és a levél targyanak az ellenérzése, majd sor keriilhet az e-mail fidk
hasznalatanak magasabb szint(, részletekbe mend ellenérzésére.

(8) A munkaltatd nem jogosult az e-mail fiokban tarolt maganjellegii e-mailek tartalmat ellenGrizni még akkor
sem, ha az ellen6rzés tényérél el6zetesen a munkavallalokat tajékoztatta. A magdnjellegl e-mailek torlésére a

munkavallalot fel kell szélitani, amennyiben a munkavallalé a felszélitasnak nem tesz eleget, vagy tavolléte
okan a személyes adatokat tordlni nem képes, a munkaltatd jogosult a személyes adatok haladéktalanul
torténd torlésére az ellen6érzés alkalmaval, egyidejlleg munkajogi jogkovetkezményeket alkalmazhat a

munkavallaldval szemben a céges e-mail hasznalatara vonatkozé el6irds megsértése miatt.

(9) A munkaltatd jogosult hathavonta a levelez6rendszerben tajékoztatast kildeni a munkavallaldk részére a
céges e-mail fiok magancéld hasznalatanak tilalma targyaban.

(10) A munkavallalé rendelkezésére bocsatott e-mail fiok munkaltaté altali ellenérzésének jogalapja a
munkaltaté jogos érdeke, célja a munkavallaldi kotelezettségek teljesitésének ellenérzése, illetve a magancélu
e-mail fidkhasznalatra vonatkozé tilalom betartdsanak ellenérzése.

2.2.3. Munkavdllalé rendelkezésére bocsatott laptop, tablet, telefon hasznalat ellenérzése

(1) A munkaltatd bizonyos munkakérben dolgozé munkavallalok szamara ,,céges” laptopot, tabletet, telefont
biztosithat a munkdjuk elvégzéséhez.

(2) A munkaltaté a fentiekben megjeldlt eszk6zok személyes célu hasznalatat a munkavallaléknak megtiltja. A
fenti rendelkezés értelmében tilos a fentiekben megnevezett eszk6zokon barminemd személyes adat, igy
fotok, munkavallaléi személyes account-okhoz sziikséges jelszavak, azonositdk, elektronikus levelek,
magancélu applikaciok kezelése, taroldsa, felhasznaldsa, illet6leg magancélu beszélgetések lefolytatasara
iranyuld hasznalat.

(3) A fentiekben megnevezett eszk6zok ellenGrzésére, az ellenGrzést végzd személyekre, az adatkezelés
jogalapjara és céljara a 2.2.2. pontban rogzitett rendelkezéseket kell alkalmazni.
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2.2.4. A munkavallalé munkahelyi internethaszndlatanak ellenérzése

(1) A munkaltaté a munkavallalé részére nem engedélyezi a személyes célu internethaszndlatot a munkavégzés
ideje alatt, a munkavallalé kizarélag a munkakori feladatainak teljesitése korében jogosult a vilaghald
hasznalatara.

(2) Jelen rendelkezés betartasat a munkaltatd a 2.2.2. pontban rogzitettek szerint ellenérzi, illetéleg alkalmazza
az ott irt munkajogi jogkdvetkezményeket.

(3) A munkavallalé6 munkahelyi internethasznalatdval 6sszefligg6 adatkezelés jogalapjara céljara a 2.2.2.
pontban foglaltak az irdnyadok.

2.2.5. A munkavallaldkra vonatkoz6 eseti adatkezelés

(1) A munkaltatd a munkavéllalok kozotti kommunikacié fejlesztése, a munkavallalék hatékonyabb
egylttm(ikodésének elésegitése és bizalmi szintjének novelése, az egymas irdnti tisztelet és elkotelezettség
erdsitése céljabdl csapatépité tréningeket, egyéb rendezvényeket szervez, amelyeken vald részvételi
lehetdséget nydjt a munkavallaldk részére.

(2) Az (1) pontban megjeldlt tevékenység soran végzett adatkezelés jogalapja a munkavallalé hozzajarulasa.

(3) Az adatkezelés célja a munkavallalék kozotti kommunikacid fejlesztése, a munkavallalék hatékonyabb
egyuttmikodésének elGsegitése és bizalmi szintjének ndvelése, az egymas iranti tisztelet és elkotelezettség
erdsitése.

(4) Az érintettek kore: mindazon munkavallaldk, akik a tréningen, egyéb rendezvényen részt vesznek.
(5) A személyes adatok kére: munkavallalok képmasa, hangja.

(6) Az adatok torlésének hatarideje: a hozzajarulas visszavonasa, vagy a munkaltatd belsé rendszerében vald
kozzétételt kovets 6 hdnap.

(7) Az adatok megismerésére jogosultak (cimzettek kategdriai): nincsen.
2.2.6. Munkahelyi be- és kiléptetéssel kapcsolatos adatkezelés

(1) Beléptetd rendszer (nem elektronikus) mikodtetése esetén tajékoztatast kell elhelyezni az adatkezeld
személyérdl és az adatok kezelésének madjardl.

(2) A kezelhet6 személyes adatok kére: a természetes személy neve, lakcime, gépkocsi rendszama, belépés,
kilépés ideje.

(3) Az adatkezelés jogalapja: a munkaltato jogos érdekeinek érvényesitése.

(4) A személyes adatok kezelésének célja: vagyonvédelem, szerz6dés teljesitése, munkavallaléi
kotelezettségek teljesitésének ellenérzése.
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(5) A személyes adatok cimzettjei, illetve a cimzettek kategdriai: a Tarsasagnal munkaltatdi jogok gyakorlasara
jogosult vezetd, adatfeldolgozdként a Tarsasag vagyonvédelmi megbizottjanak foglalkoztatottjai.

(6) A személyes adatok kezelésének id6tartama: 6 hdnap.

1. ADATKEZELESSEL ERINTETT EGYEB TEVEKENYSEGEK ES KEZELT ADATKOROK

2. Jogi kotelezettségen alapuld adatkezelés
1.1. Pénzmosas elleni kotelezettségek teljesitéséhez kapcsolddd adatkezelés

(1) A cég a pénzmosas és terrorizmus finanszirozasa megelGzésérél és megakadalyozasardl szold 2017. évi L.
torvény 6. § (1) alapjan az tgyfél nevében vagy megbizdsa alapjan eljaré természetes személy azonositasara
és személyazonossaganak igazold ellenGrzésére koteles az Gzleti kapcsolat |étesitésekor, pénzmosdsra vagy a
terrorizmus finanszirozdsara utalé adat, tény vagy koriilmény felmerilése esetén, amennyiben az lgyfél-
atvilagitdsra még nem keriilt sor; valamint, ha kétség meril fel a kordbban rogzitett lgyfélazonosité adatok
valddisagaval vagy megfelel6ségével kapcsolatban.

(2) A cég az azonositas soran az alabbi adatokat koteles rogziteni: az Ggyfél nevében vagy megbizasa alapjan
eljaro természetes személy

1. csaladi és utonevét;
2. sziletési csaladi és utdnevét;
3. dllampolgarsagat;
4. sziiletési helyét, idejét;
5. anyja sziletési nevét;
6. lakcimét, ennek hianydban tartdzkodasi helyét;
7. azazonositd okmanydnak tipusat és szamat.
(3) Az adatkezeléssel érintettek kore: az ligyfél nevében vagy megbizdsa alapjan eljaré természetes személyek.

(4) A személyes adatok megismerésére jogosult a cég ligyfél atvilagitasra kijelolt vezet6je, vagy munkavallaléja.
A cég a szerzGdés (lzleti kapcsolat) megsz(inésétdl szamitott 8 évig jogosult az ligyfél-atvilagitas soran rogzitett
személyes adatok kezelésére.

1.2. Szamviteli kotelezettségek teljesitéséhez sziikséges adatkezelés

(1) A cég természetes személy Ugyfeleinek, vevGinek, szallitéinak adatai kezelésének jogalapja jogi
kotelezettség teljesitése, (2007. évi CXXVII. torvény 159. § (1) bek.) az adatok felhasznalasi célja szamla
kotelez6 adattartalmanak megallapitdsa, szamla kibocsatasa, kapcsolodo konyvviteli feladatok ellatasa.
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(2) Az adatkezeléssel érintettek kore: a cég természetes személy ligyfelei, vevéi, szallitéi.
(3) A kezelt adatok kore: a cég természetes személy tgyfeleinek, vevéinek, szallitdinak neve, cime, addszama

(4) A személyes adatok megismerésére jogosultak a szamla kibocsatast munkakoéri feladatként ellaté vezetd,
illetve munkavallaldk, a kényvviteli tevékenységet ellatd vezetd, munkavallalé. A cég a szerzédés (lzleti
kapcsolat) megsz(inésétdl szamitott 8 évig jogosult az fentiekben megjeldlt jogi kotelezettség teljesitése soran
rogzitett személyes adatok kezelésére.

1.3. Ad6- és jarulékkotelezettségek teljesitéséhez kapcsolddo adatkezelés

(1) A Tarsasag jogi kotelezettség teljesitése jogcimén, torvényben el6irt add és jarulékkotelezettségek
teljesitése (add-, addeldleg, jarulékok megallapitasa, bérszamfejtés, tarsadalombiztositasi, nyugdij ligyintézés)
céljabdl kezeli azon érintettek — munkavallalék, csalddtagjaik, foglalkoztatottak, egyéb juttatasban részesul6k
— adotorvényekben el6irt személyes adatait, akikkel kifizet6i (2017: CL. térvény az addzds rendjérdl (Art.) 7.§
31.) kapcsolatban all. A kezelt adatok korét az Art. 50.§-a hatdrozza meg, kilon is kiemelve ebbdl: a
természetes személy természetes személyazonosité adatait (ideértve az el6z6 nevet és a titulust is), nemét,
allampolgarsagat, a természetes személy addazonositd jelét, tdrsadalombiztositdsi azonosité jelét (TAJ szam).
Amennyiben az adétorvények ehhez jogkovetkezményt fliznek, a Tarsasdg kezelheti a munkavallaldk
egészségligyi (Szja tv. 40.§) és szakszervezeti (Szja 47.§(2) b./) tagsdgra vonatkozo adatokat add és
jarulékkotelezettségek teljesités (bérszamfejtés, tarsadalombiztositasi Ugyintézés) céljabdl.

(2) A személyes adatok taroldsdnak id6tartama a jogalapot adé jogviszony megsz(inését kbveté 8 év.

(3) A személyes adatok cimzettjei: a Tdrsasdg addzasi, bérszamfejtési, tarsadalombiztositasi (kifizetGi)
feladatait ellatd munkavallaléi és adatfeldolgozodi.

2. Informaciokérés, ajanlatkérés soran végzett adatkezelés

(1) A cég altal nyujtott szolgaltatasok, illetSleg értékesitett termékekkel kapcsolatosan a cég harmadik
személyek szamara informacidkérésre, ajanlatkérésre nyujt lehetGséget.

(2) Az adatkezelés jogalapja informdcidkérés, ajanlatkérés esetén az érintett hozzajaruldsa.

(3) Az érintetti kor informaciokérés, ajanlatkérés esetén: minden olyan természetes személy, aki a cég
szolgaltatasaival, termékeivel kapcsolatban informaciot, ajanlatot kér és megadja személyes adatait.

(4) A kezelt adatok kore: név, cim, telefonszam, e-mail cim.

(5) Az adatkezelés célja informaciokérés esetén: azonositds, kapcsolattartas

(6) Az adatkezelési cél ajanlatkérés esetén: ajanlat adas, kapcsolattartas.

(7) Az adatok cimzettjei (akik megismerhetik az adatokat) informacidkérés, ajanlatkérés esetén az Alapitvany

vezetGje, lUgyfélkapcsolatot ellatd munkatars.
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(8) Az adatkezelés id6tartama informaciokérés, ajanlatkérés esetén: az informacid szolgaltatasat, illetve az
ajanlat nydjtasat kovet6 30 nap elteltével a cég torli a személyes adatokat.

3. A cég altal izemeltetett weboldallal 6sszefliggé adatkezelés
3.1. A cég honlapjara latogatdk adataival kapcsolatos tajékoztatas

(1) A cég honlapjan tett latogatasok soradn egy vagy tobb cookie — apré informaciécsomag, amelyet a szerver
kild a bongész6nek, majd a bongész6 visszakiild a szervernek minden, a szerver felé irdnyitott kérés alkalmaval
—kerdil kildésre a honlapot meglatogatd személy szamitdgépére, amely(ek) révén annak bongészéije egyedileg
azonosithato lesz, amennyiben ehhez a honlapot meglatogatd személy vildgos és egyértelm(i tajékoztatast
kovet6en kifejezett (aktiv) hozzajarulasat adta a honlap tovabbi béngészésére iranyulé magatartasaval.

(2) A cookie-k kizarélag a felhasznaldi élmény javitdsa, a belépési folyamat automatizalasa érdekében
m(ikodnek. A honlapon hasznalt sitik személy szerinti beazonositasra alkalmas informaciét nem tarolnak, a
cég személyes adatkezelést e korben nem folytat.

3.2. Regisztracio, hirlevél feliratkozas

(1) Az adatkezelés jogalapja regisztracio, hirlevél feliratkozas esetén az érintett hozzajaruldasa, amelyet az
érintett a cég honlapjan a ,regisztracid” illetve ,hirlevél feliratkozds” szovegrész melletti jel6l6négyzet
kipipdlasaval ad meg adatainak kezelésére vonatkozé tajékoztatast kbvetben.

(2) Az érintetti kor regisztracid, hirlevél feliratkozas esetén: minden olyan természetes személy, aki a cég
hirlevelére feliratkozik, illetve a honlapon regisztral és hozzajarulasat adja személyes adatainak kezeléséhez.

(3) A kezelt adatok kore hirlevél feliratkozas esetén: név, e-mail cim.
(4) A kezelt adatok kore regisztracio esetén: név, lakcim, e-mail cim, telefonszam, jelszé.

(5) Az adatkezelés célja hirlevél feliratkozas esetén: az érintett tadjékoztatdsa a cég szolgaltatasairdl,
termékeirél, az azokban bekévetkezett valtozasokrdl, tdjékoztatds hirekrél, eseményekrél.

(6) Az adatkezelési cél regisztracio esetén: kapcsolatfelvétel szerz6déskotés elGkészitése végett, a honlapon
ingyenesen elérhet6 szolgaltatdsok nyujtdsa érintett részére, hozzaférés a weboldal nem nyilvanos
tartalmaihoz.

(7) Az adatok cimzettjei (akik megismerhetik az adatokat) hirlevél feliratkozas, regisztracié esetén: a cég
vezet6je, Ugyfélkapcsolatot ellaté munkatars, a cég weblapjanak Uzemeltetését ellaté adatfeldolgozd
munkatarsai.

(8) Az adatkezelés id6tartama hirlevél feliratkozas, regisztracio esetén: a hozzajarulds visszavondsaig. Hirlevél
feliratkozas esetén a leiratkozasig, regisztracid esetén az érintett kérelmére torténd torlésig.
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(9) Az érintett a hirlevélrdl barmikor leiratkozhat, illetve kérheti regisztracidja (személyes adatai) torlését. A
hirlevél leiratkozas az érintett részére megkildott elektronikus levelek lablécében elhelyezett leiratkozasi
linkre kattintva, vagy a cég székhelyére megkiildott postai levélben torténik.

3.3. Direkt marketing tevékenységgel kapcsolatos adatkezelés

(1) A cég direkt marketing céli adatkezelésének jogalapja az érintett hozzajarulasa, amely egyértelmu és
kifejezett. Az érintett egyértelmd, kifejezett el6zetes hozzajaruldsat a cég honlapjan a hozzajarulds direkt
marketing céli megkereséshez szovegrész melletti jelol6négyzet kipipaldsaval adja meg adatainak kezelésére
vonatkozo tajékoztatast kdvetben.

(2) Az érintetti kor: minden olyan természetes személy, aki egyértelmd, kifejezett hozzajarulasat adja ahhoz,
hogy a cég személyes adatait direkt marketing céljara kezelje.

(3) Az adatkezelési célok: kapcsolattartds szolgaltatasnyujtassal, termékértékesitéssel kapcsolatos reklamok,
ajanlatok kiildése, akcidkrdl valo értesités céljabdl, elektronikus, vagy postai uton.

(4) A személyes adatok cimzettjei: a cég vezetGje, az lgyfélszolgdlati feladatokat, marketing feladatokat
munkakoriik alapjan elldté munkavallalok.

(5) A kezelt személyes adatok kore: név, cim, telefonszam, e-mail cim.

(6) Az adatkezelés idGtartama: a személyes adatok direkt marketing céljara vald kezelése érintett altali
visszavonasaig.

4, SzerzGdés teljesitésével kapcsolatos adatkezelési tevékenység

(1) A cég a vele szerz6d6 természetes személyek — tgyfelek, vevék, szallitok — személyes adatainak kezelését
ellatja a szerz6déses jogviszonnyal dsszefliggésben. A személyes adatok kezelésérél az érintettet tajékoztatni
kell.

(2) Az érintettek kore: mindazon természetes személyek, akik a cég szerz6déses kapcsolatot |étesitenek.

(3) Az adatkezelés jogalapja szerz6dés teljesitése, az adatkezelés célja a kapcsolattartas, a szerz6désbél ered6
igényérvényesités, szerz6déses kotelezettségeknek megfelelés biztositdsa.

(4) A személyes adatok cimzettjei: a cég vezetbje, a cég lgyfélszolgalati, konyvviteli feladatokat munkakoriik
alapjan ellaté munkavallaléi, adatfeldolgozdi.

(5) A kezelt személyes adatok kére: név, lakcim, székhely, telefonszam, e-mail cim, adészam, bankszamlaszam,
vallalkozéi igazolvany szam, GstermelGi igazolvany szam.

(6) Az adatkezelés idGtartama: a szerz6dés megsz(inésétél szamitott 5 év.

5. Jogi személy lgyfelek, vevék, szallitdk természetes személy képviselGinek elérhetdségi adatai
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(1) A kezelhet6 személyes adatok kore: a természetes személy neve, cime, telefonszama, e-mail cime, online
azonositdja.

(2) A személyes adatok kezelésének célja: a Tarsasag jogi személy partnerével kotott szerz8dés teljesitése,
Gzleti kapcsolattartas, jogalapja: a szerz6dés teljesitése.

(3) A személyes adatok cimzettjei, illetve a cimzettek kategdridi: a Tarsasag ligyfélszolgalattal kapcsolatos
feladatokat ellaté munkavallaléi.

(4) A személyes adatok taroldsanak id6tartama: az Gzleti kapcsolat, illetve az érintett képvisel6i minségének
fennallasat kovetd 5 évig.

6. A cég székhelyére torténd be- és kiléptetéssel kapcsolatos adatkezelés

(1) Beléptetd rendszer (nem elektronikus) mikodtetése esetén tajékoztatast kell elhelyezni az adatkezeld
személyérdl és az adatok kezelésének modjardl.

(2) A kezelhet6 személyes adatok kére: a természetes személy neve, lakcime, gépkocsi rendszama, belépés,
kilépés ideje.

(3) Az adatkezelés jogalapja: az adatkezel6 jogos érdekeinek érvényesitése, szerz6dés teljesitése.
(4) A személyes adatok kezelésének célja: vagyonvédelem, szerzdés teljesitése.

(5) A személyes adatok cimzettjei, illetve a cimzettek kategdriai: a cég vagyonvédelemmel foglalkozd
munkavallaléi, adatfeldolgozéként a cég vagyonvédelmi megbizottjanak foglalkoztatottjai.

(6) A személyes adatok kezelésének id6tartama: 6 hénap.
7. Elektronikus megfigyel6rendszerrel kapcsolatos adatkezelés
(1) A cég személy-, illetve vagyonvédelem céljabodl kameras megfigyelGrendszert alkalmaz székhelyén.

(2) Tilos kamerat elhelyezni olyan helyiségben, amelyben a megfigyelés az emberi méltésagot sértheti, igy
kiilondsen az 6lt6z6kben, zuhanyzdkban, az illemhelyiségekben vagy példaul orvosi szobaban, varéban.

(3) Ha a cég székhelyének teriiletén jogszerlien senki sem tartdzkodhat, akkor a székhely teljes terilete (igy
példaul az 6Itoz6k, illemhelyek, munkakozi szlinetre kijel6lt helyiségek) megfigyelhet6.

(4) A cég elektronikus megfigyel6rendszert kizarélag a sajat tulajdondban (vagy a haszndlataban) allé
éplletrészek, helyiségek és teriletek, illet6leg az ott tortént események megfigyelésére alkalmazhat,
kozterilet megfigyelésére azonban nem. A kamera latészoge a céljaval 6sszhangban all6 teriletre irdnyulhat.

(6) A cég az elektronikus megfigyelGrendszer alkalmazasardl jol lathatd tajékoztato tablat helyez el ezzel téve

eleget el6zetes tajékoztatasi kotelezettségének. A tajékoztatast minden egyes kamera vonatkozasaban

megadja, pontosan megjeldli, hogy az adott kamerat milyen célbdl helyezte el az adott teriileten és milyen

terliletre, berendezésre iranyul a kamera latdszoge. A tdjékoztatds kiterjed az adatkezelés jogalapjara, az
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elektronikus megfigyel6rendszert izemeltetS (jogi vagy természetes) személy meghatdrozdsara, a felvétel
tarolasanak helyére és id6tartamdra, az adatok megismerésére jogosult személyek korére, illetéleg arra, hogy
a felvételt mely személyek, szervek részére, milyen esetben tovabbithatja, arra, hogy az érintetteket milyen
jogok illetik meg az elektronikus megfigyel6rendszerrel 6sszefliggésben és milyen mddon tudjak gyakorolni a
jogaikat, arra, hogy az informacids oOnrendelkezési joguk megsértése esetén milyen jogérvényesitési
eszkozoket vehetnek igénybe.

(7) Az elektronikus megfigyel6rendszer altal rogzitett felvételek (személyes adatok) tarolasanak idGtartama az
elkészitéstdl szamitott 3 munkanap.

(8) A kameras megfigyelés jogalapja az adatkezel6 jogos érdeke, illetSleg az érintett 6nkéntes hozzajaruldsa az
Alapitvany altal tdblak formdjaban kihelyezett tdjékoztatdsa alapjan.

(9) Az érintett hozzajaruldsa rautalé magatartas formajaban is megadhatd. Rautalé magatartas kiilondsen, ha
az érintett a kamerads térfigyel6 rendszerrel érintett egységekbe bemegy, illetve ott tartézkodik.

(10) A kezelt adatok kore: az Gzemeltett kamerarendszer altal rogzitett érintetti képmas, és egyéb személyes
adatok.

(11) A kamerafelvétel Gtjan rogzitett személyes adatok cimzettjei: Alapitvany vezet6je, a kamerarendszert
mUkodtetd munkavallalok, az lzemeltetést elldtd adatfeldolgozd a jogsértések felderitése, rendszer
m(ikodésének ellenGrzése céljabdl, a cég vagyonvédelemmel foglalkozé munkavallaléi, adatfeldolgozdként a
cég vagyonvédelmi megbizottjanak foglalkoztatottjai.

X. AZ ADATFELDOLGOZASSAL KAPCSOLATOS SZABALYOK

1. Az adatfeldolgozassal kapcsolatos altalanos szabalyok

(1) Cég az éltala kezelt személyes adatok kdrében megbizott kilsé adatfeldolgozét vesz igénybe a kdvetkezd
feladatok ellatasa céljabol:

—internetes honlap lizemeltetése, karbantartasa,
—adoé- és szamviteli kotelezettségek teljesitése,
— jogi tdmogatds és szolgaltatas stb.

Az adatfeldolgozé(k) felsoroldsat az adott szakteriilet felelés vezet6je és a pénziigyi osztalyon dolgozd HR-
munkatars szamara hozzaférheték.

(2) Az adatfeldolgozd személyes adatok feldolgozasaval kapcsolatos jogait és kotelezettségeit torvény,
valamint az adatkezelésre vonatkozd kiilon térvények keretei kozott az adatkezel6 hatarozza meg.

(3) Cég deklardlja, hogy az adatfeldolgozé tevékenysége sordn az adatkezelésre vonatkozé érdemi dontés
meghozataldra kompetencidval nem rendelkezik, a tudomadasara jutott személyes adatokat kizardlag az
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adatkezel6 rendelkezései szerint dolgozhatja fel, sajat céljara adatfeldolgozast nem végezhet, tovabba a
személyes adatokat az adatkezel§ rendelkezései szerint kdteles tarolni és megdbrizni.

(4) Az adatfeldolgozd részére az adatkezelési miveletek targyaban adott utasitasok jogszerliségéért a cég felel.

(5)Cég kotelezettsége az érintettek szamara az adatfeldolgozd személyérél, az adatfeldolgozas helyérdl vald
tdjékoztatds megaddsa.

(6) Cég az adatfeldolgozdnak tovabbi adatfeldolgozd igénybevételére felhatalmazast nem ad.

(7) Az adatfeldolgozasra vonatkozd szerzGdést irasba kell foglalni. Az adatfeldolgozassal nem bizhaté meg olyan
szervezet, amely a feldolgozandd személyes adatokat felhasznalé (zleti tevékenységben érdekelt.

Xl. AZ ADATBIZTONSAGRA VONATKOZO RENDELKEZESEK

1. Az adatbiztonsag megvaldsitasanak elvei.

(1) A cég személyes adatot csak a jelen szabalyzatban rogzitett tevékenységekkel 6sszhangban, az adatkezelés
célja szerint kezelhet.

(2) A cég az adatok biztonsagardl gondoskodik, e korben kotelezettséget vallal arra, hogy megteszi mindazon
technikai és szervezési intézkedéseket, amelyek elengedhetetlenil sziikségesek az adatbiztonsagra vonatkozo
jogszabalyok, adat- és titokvédelmi szabdlyok érvényre juttatdsahoz, illet6leg kialakitja a fentiekben
meghatdrozott jogszabalyok érvényesiiléséhez szlikséges eljardsi szabalyokat.

(3) A céguink altal végrehajtandd technikai és szervezési intézkedések a kovetkezGkre iranyulnak:
1. adott esetben a személyes adatok alnevesitése és titkositasa;

2. aszemélyes adatok kezelésére hasznalt rendszerek és szolgdltatdsok folyamatos bizalmas jellegének
biztositasa, integritasa, rendelkezésre allasa és ellenalld képességének fennallasa;

3. fizikai vagy mfszaki incidens esetén az arra vald képesség, hogy a személyes adatokhoz vald
hozzaférést és az adatok rendelkezésre allasat kell6 id6ben vissza lehet allitani;

4. az adatkezelés biztonsaganak garantdldsara hozott technikai és szervezési intézkedések
hatékonysaganak rendszeres tesztelésére, felmérésére és értékelésére szolgalo eljards alkalmazasa,

(4) A biztonsag megfelelS szintjének meghatdrozasakor kifejezetten figyelembe kell venni az adatkezelésbdl
eredd olyan kockazatokat, amelyek kilén6sen a tovabbitott, tarolt vagy mds mddon kezelt személyes adatok
véletlen vagy jogellenes megsemmisitésébdl, elvesztésébdl, megvaltoztatasabdl, jogosulatlan nyilvanossagra
hozataldabdl vagy az azokhoz vald jogosulatlan hozzaférésbdl erednek.

(5) Céglink az adatokat megfeleld intézkedésekkel védi a jogosulatlan hozzaférés, megvaltoztatas, tovabbitas,
nyilvdnossagra hozatal, torlés vagy megsemmisités, valamint a véletlen megsemmisiilés és sérilés, tovabba az
alkalmazott technika megvaltozdsabol fakado hozzaférhetetlenné valas ellen.
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(6) Céglink az altala kezelt adatokat az irdnyadd jogszabdlyoknak megfelel6en tartja nyilvan, biztositva, hogy
az adatokat csak azok a munkavallaldk, és egyéb a Vallalkozas érdekkorében eljaré személyek ismerhessék
meg, akiknek erre munkakorik, feladatuk ellatasa érdekében sziikségiik van.

(7) Céglink az egyes adatkezelési tevékenység soran megadott személyes adatokat mas adatoktdl
elkllonitetten tdrolja, azzal, hogy -6sszhangban a fent rendelkezéssel — az elkiilonitett adatdllomanyokat
kizardélag a megfelel§ hozzaférési jogosultsaggal rendelkezé munkavallalék ismerhetik meg.

(8) Céglink vezetdi, munkavallaloi a személyes adatokat harmadik személynek nem tovabbitjak, a jogosulatlan
hozzaférés kizardsa érdekében a sziikséges intézkedéseket megteszik.

(9) Cégiink azon munkavallaléinak enged hozzaférést személyes adatokhoz, akik a kezelt személyes adatkorok
tekintetében titoktartasi nyilatkozat tételével vetették ala magukat az adatbiztonsdagi szabalyok megtartasaval
kapcsolatos kotelezettségnek.

(10) Céglink az adatok biztonsagat szolgald intézkedések meghatarozasakor és alkalmazasakor tekintettel van
a technika mindenkori fejlettségére, tobb lehetséges adatkezelési megoldas esetén a személyes adatok
magasabb szintl védelmét biztositd megoldast valasztja, kivéve, ha az ardnytalan nehézséget jelentene.

2. A cégilnk informatikai nyilvantartasainak védelme

(1) Cégiink az informatikai nyilvantartasai tekintetében az adatbiztonsdg megvaldsulasahoz a kovetkez6
szlikséges intézkedéseket foganatositja:

1. Ellatja az altala kezelt adatallomanyokat szamitégépes virusok elleni allandé védelemmel, (valds ideji
virusvédelmi szoftvert alkalmaz.)

2. Gondoskodik az informatikai rendszer hardver eszkdzeinek fizikai védelmérél, beleértve az elemi karok
elleni védelmet,

3. Gondoskodik az informatikai rendszer jogosulatlan hozzaférés elleni védelmérél, mind a szoftver mind
a hardver eszkdzok tekintetében,

4. Megteszi mindazokat az intézkedéseket, amelyek az adatallomanyok helyreallitdsdhoz sziikségesek,
rendszeres biztonsagi mentést hajt végre, tovabba a biztonsagi masolatok elkilonitett, biztonsagos
kezelését végrehajtja.

5. A céglink papiralapu nyilvantartasainak védelme

(1) A céglink a papiralapu nyilvantartasok védelme érdekében megteszi a sziikséges intézkedéseket kiilondsen
a fizikai biztonsag, illetve tlizvédelem tekintetében.

(2) Céglnk vezet6je, munkavallaldi, és egyéb, a cég érdekében eljaré személyek az altaluk hasznalt, vagy
birtokukban Iév6, személyes adatokat is tartalmazd adathordozdkat, fliggetlentll az adatok rogzitésének
madjatdl, kotelesek biztonsagosan 6rizni, és védeni a jogosulatlan hozzaférés, megvaltoztatds, tovabbitas,
nyilvdnossagra hozatal, torlés vagy megsemmisités, valamint a véletlen megsemmisiilés és sériilés ellen.
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Xll. EGYEB RENDELKEZESEK

(1) Cégiink koteles a céglink valamennyi munkavallaléja részére ismertetni jelen szabdlyzat rendelkezéseit.

(2) Jelen szabalyzatot a cégiink rendszeresen koteles felllvizsgdlni.

(3) Jelen szabalyzatot az érintettek a www.nct.hu honlapon és a céglink székhelyén is megismerhetik.

Budapest, 2018.05.25
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